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1 Software Configuration Management (SCM)

Gemini Observatory will (is) implement a Software Configuration Management process based on practices
followed in the industry several years ago to apply the best solution to handling changes in software (and
hardware) projects. This approach will identify the functional and physical attributes of the software at several
points in time, and performs systematic control of changes to the identified attributes for the purpose of
maintaining software integrity and traceability throughout the software development cycle.

The SCM process will define the need to trace changes, and the ability to verify that the final delivered software
will meet the requirements and/or fulfill enhancements that are supposed to be included in the final product. The
process identifies 4 processes; some of them are already in place at Gemini Observatory.

1.1 Configuration Identification

This is the process where software attributes and their configuration items (CI) are identified; normally,
established in the project’s set of requirements and specifications. As output of this process the attributes are
document and stored in the Gemini Documentation Management Tool server (DMT), and then a baseline for the
project is set.

1.2 Configuration Control

Configuration Control is the set of processes and approved stages required to change any configuration attributes
and consequently re-baseline them. This process at Gemini is implemented through the Change Request process
in place some years ago via a customized version of Project Insight, our central project management tool. The
snapshot below is a sample of a CR.

GRS Affected Systems | Additional Requirements | Documents | Review History | Week Plan Stakus

Title: *

[CR09)0026, (=C=new version

MNon Routine Task: O

Task Summary: * |scs va-e-1 installed
Does this CR apply to Information | ~

Systems?: ¥

Deadline: * oA fl

This is an AOQ related task: O

Emergency: D

Requestor Manager Name: e Y??"{'de_\‘fﬁ U_pa?‘h?'?_ L

Priority: * | High v

Change Type: * Permanent |

Detailed description: * [This new SCS version has & minar modification, which allows to modify the scale |

factor

for the £_GUIDE_STEP_LIMIT and the TILT _GUIDE_STEP_LIMIT variables. In this
nEY

we can change on the fly the limit values for the M2 Guiding Limits.

The limits Z_GUIDE_STEP_LIMIT is muttiplied by the variable focusGuidelimitFactor %

and the TIL'I_'___(_}UIDI_E___STEPTL_IMIT b'_y' t_i_;:!til‘tGuideLimi‘tFac‘tDr. |
Please list Systems Involved: * 1sCs )
This Change Will Be Performed At: | GS anly |
York Status: :.Comp.l.e{ed. ¥

1.3 Configuration Status Accounting

This is the ability to record and report on the configuration baselines associated with each configuration item at
any moment. At Gemini we perform this in two sub processes, a) updating the baseline set of attributes or
requirements, and b) using Subversion (SVN) for Linux builds and Concurrent Version Systems (CVS) for
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Solaris to maintaining current and historical version of files being developed. The SVN is hosted in an Apache
server accessible via the internal link : http://source.gemini.edu/software/ . The figures below show the repository
files at the right and the tags and trunk directories for the bto (beam transfer optics) a component of GeMS
software, as an example when using Subversion at Gemini.

o e
€ 2 C M | © source.geminiedufsoftware/ Yo | A <« C M O source.geminieduisoftwaret Ty W
Frontier RPCY 2 Revision 28097
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agSeal Powered by Subversion 1.4.2 (r22196)
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banners
barcodef <!
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btod
1’\1111!’1“1 'I""l"'IY'P“’\I’\Ill vi /| .

1.4 Configuration Audits

This process will occur either at delivery or at the moment of effecting changes. There are two types of
configuration audits; one is functional, the other is physical. The first ensures that functional and performance
attributes or requirements of a configuration item are achieved, while the second ensures that a configuration item
is installed in accordance with the requirements of the detailed design documentation.
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